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Show me all the files and folders I am sharing
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Click Manage wireless networks.



Manage wireless networks that use (Wireless Network Connection)

Windows tries to connect to these networks in the order listed below. To change the order, drag a network up or down in the list. You
can also add or remove network profiles.

d modify (1)
Security: WPA2-Enterprise Type: Any supported Automatically con...
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How do you want to add a network?

Add a network that is in range of this computer

“ This shows you a list of networks that are currently available and lets you connect
to one. Once you connect, a profile for the network is saved on your computer,

‘E Manually create a network profile

This creates a new network profile or locates an existing network and saves a profile
for the network on your computer. You need to know the network name (SSID) and
security key (if applicable).

Create an ad hoc network
This creates a temporary network for sharing files or an Internet connection




Enter information for the wireless network you want to add

Network name: shipsecure

Security type:

Encryption type:

Start this connection automatically

[7] Connect even if the network is not broadcasting
Warning: If you select this option, your computer's privacy might be at risk.




Successfully added shipsecure2

< Connect to...
Open the "Connect to a network” dialog so I can connect.

< Change connection settings

Open the connection properties so that I can change the settings.




[¥] Connect automatically when this network is in range

| Connect to a more preferred network if available

|| Connect even if the
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to this network




Protected EAP Properties — @

When connecting:

(] validate server certificate

[ Connect to these servers:

Trusted Root Certification Authorities:

|| AddTrust External CA Root -
("] Class 3 Public Primary Certification Authority

("] Entrust.net Secure Server Certification Authority
|| Equifax Secure Certificate Authority

[] Equifax Secure Global eBusiness CA-1

[] GlobalSign Root CA

[] GTE CyberTrust Global Root -
< m | »
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[ | Do not prompt user to authorize new servers or trusted
certification authorities.

Select Authentication Method:

lSecured password (EAP-MSCHAP v2) '] Configure...

[|Enable Fast Reconnect

"] Enable Quarantine checks
|

| Disconnect if server does not present cryptobinding TLV

[ OK J l Cancel
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Uncheck “Validate server certificate” checkbox.
Uncheck “Enable Fast Reconnect” checkbox.

Then, click on “Configure



shipsecure Wireless Network Eroperties I X |

Protected EAP Properties | =

When connecting:

["|validate server certificate

EAP MSCHAPV2 Properties (2]

When connecting:

; Equifax — Automatically use my Windows logon name and
"] Equifa ' password {and domain if any).

|| GlobalS

7] GTE Cy

i [l [ ok ][ cancel |

Select Authentication Method:

' ISewred password (EAP-MSCHAP v2) '] Configure...

I | [ |Enable Fast Reconnect

|| Disconnect if server does not present cryptobinding TLV

| OK H Cancel ]
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Uncheck the “Automatically use my Windows logon name password (and domain if any).”
Click “OK” on all three dialogue boxes, and then Restart your computer.

Complete! Your wireless connection is now secured.



